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THIRD AMENDMENT TO PROFESSIONAL AND CALL COVERAGE SERVICES 
AGREEMENT 

THIS THIRD AMENDMENT TO PROFESSIONAL AND CALL COVERAGE 
SERVICES AGREEMENT (the “Amendment”) is made and entered into as of February 1, 
2015, by and between COUNTY OF MONTEREY (“County”) on behalf of NATIVIDAD 
MEDICAL CENTER (“Hospital”), and SALINAS PATHOLOGY SERVICES MEDICAL 
GROUP, INC., a California professional corporation (“Contractor”) with respect to the 
following: 

RECITALS 

A. County owns and operates Hospital, a general acute care teaching hospital facility 
located in Salinas, California under its acute care license. 

B. Contractor and Hospital have entered into that certain Professional and Call 
Coverage Services Agreement dated effective as of July 1, 2011, as amended effective July 1, 
2012 and July 1, 2013 (collectively, the “Agreement”) pursuant to which Contractor provides 
professional consultation and treatment in the Specialty to Non-Clinic Patients. 

C. Hospital and Contractor desire to amend the Agreement to increase the amount 
payable by $150,000 due to an increased need for services.  

AGREEMENT 

IN CONSIDERATION of the foregoing recitals and the mutual promises and 
covenants contained herein, Hospital and Contractor agree as follows: 

1. Defined Terms.  Capitalized terms not otherwise defined herein shall have the 
meaning ascribed to them in the Agreement. 
 

2. Section 1.14.  Subsection (d) of Section 1.14 to the Agreement is hereby amended 
and restated to read in its entirety as follows: 
 

“(d) any Group Physician voluntarily or involuntary retires from the practice of 
medicine;” 
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Exhibit 6.4 

BUSINESS ASSOCIATE AGREEMENT 

This Business Associate Agreement (“Agreement”), effective February 1, 2015 (“Effective 
Date”), is entered into by and among the County of Monterey, a political subdivision of the State of 
California, on behalf of Natividad Medical Center (“Covered Entity”) and Salinas Pathology Services 
Medical Group, Inc., a California professional corporation (“Business Associate”) (each a “Party” and 
collectively the “Parties”). 

Business Associate provides certain services for Covered Entity (“Services”) that involve 
the use and disclosure of Protected Health Information that is created or received by Business Associate 
from or on behalf of Covered Entity (“PHI”). The Parties are committed to complying with the Standards 
for Privacy of Individually Identifiable Health Information, 45 C.F.R. Part 160 and Part 164, Subparts A and 
E as amended from time to time (the “Privacy Rule”), and with the Security Standards, 45 C.F.R. Part 160 
and Part 164, Subpart C as amended from time to time (the “Security Rule”), under the Health Insurance 
Portability and Accountability Act of 1996 (“HIPAA”), as amended by the Health Information Technology 
for Economic and Clinical Health Act and its implementing regulations (“HITECH”). Business Associate 
acknowledges that, pursuant to HITECH, 45 C.F.R. §§ 164.308 (administrative safeguards), 164.310 
(physical safeguards), 164.312 (technical safeguards), 164.316 (policies and procedures and 
documentation requirements) and 164.502 et. seq. apply to Business Associate in the same manner that 
such sections apply to Covered Entity. The additional requirements of Title XIII of HITECH contained in 
Public Law 111-005 that relate to privacy and security and that are made applicable with respect to 
covered entities shall also be applicable to Business Associate.  The Parties are also committed to 
complying with the California Confidentiality of Medical Information Act, Ca. Civil Code §§ 56 et seq. 
(“CMIA”), where applicable.  Business Associate acknowledges that the CMIA prohibits Business 
Associate from further disclosing the PHI it receives from Covered Entity where such disclosure would 
be violative of the CMIA.  The Parties are also committed to complying with applicable requirements of the 
Red Flag Rules issued pursuant to the Fair and Accurate Credit Transactions Act of 2003 (“Red Flag Rules”).  
This Agreement sets forth the terms and conditions pursuant to which PHI, and, when applicable, 
Electronic Protected Health Information (“EPHI”), shall be handled.  The Parties further acknowledge 
that state statutes or other laws or precedents may impose data breach notification or information security 
obligations, and it is their further intention that each shall comply with such laws as well as HITECH and 
HIPAA in the collection, handling, storage, and disclosure of personal data of patients or other personal 
identifying information exchanged or stored in connection with their relationship. 

 
The Parties agree as follows: 

1. DEFINITIONS 

  All capitalized terms used in this Agreement but not otherwise defined shall have the 
meaning set forth in the Privacy Rule, Security Rule and HITECH. 

2. PERMITTED USES AND DISCLOSURES OF PHI 

2.1 Unless otherwise limited herein, Business Associate may: 

(a) use or disclose PHI to perform functions, activities or Services for, or on behalf of, 
Covered Entity as requested by Covered Entity from time to time, provided that such use or 
disclosure would not violate the Privacy or Security Rules or the standards for Business Associate 
Agreements set forth in 45 C.F.R. § 164.504(e), exceed the minimum necessary to accomplish the 












