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JUMP TECHNOLOGY SERVICES, LLC. 

ENTERPRISE SUBSCRIPTION AGREEMENT 
 

AGREEMENT #: _________________ 
 

EFFECTIVE DATE: _________________ 
 

EXPIRATION DATE: _________________ 
 

This agreement is made between JUMP Technology Services, L.L.C. (hereafter referred to as JUMP 
Technology Services) and Monterey County (hereafter referred to as Customer) and will become effective 
upon execution and will continue in effect until the services provided for herein have been performed or 
until terminated as provided herein. Each of JUMP Technology Services and Customer may be referred to 
herein individually as a “Party” and together as the “Parties.” This Agreement, including the Schedules, 
supersedes all prior proposals, negotiations, and communications, oral or written, between the parties 
with respect to the subject matter hereof; no modification or amendment to this Agreement shall be 
binding unless in writing and signed by representatives of both parties.  This Agreement may be executed 
in any number of counterparts, each of which shall be an original, and such counterparts together shall 
constitute one and the same instrument. Execution may be affected by delivery of email or facsimile of 
signature pages, which shall be deemed originals in all respects. 
 
All Customer orders must be made by properly submitting completed Schedules signed by Customer and 
JUMP.  All Schedules shall refer to this Agreement by number and will incorporate the terms of this 
Agreement. 
 
The term of this agreement shall be from 10/01/2023 through 9/30/2026.  The maximum amount of this 
contract shall not exceed $36,000.00. 
 
 

         Schedule A  Definitions 
         Schedule B Service Level Agreement 
         Schedule C Training 
         Schedule D Statement of Services 
         Schedule E 
         Schedule F 

Certificate of Insurance 
Business Associate Agreement 

  

1. DEFINITIONS 

Bolded terms used herein but not defined, have the meaning set forth in Schedule A. 

 

2. LICENSED SOFTWARE 

 

2.1 Customer will receive a personal, nonexclusive, and nontransferable license to use the Licensed 

Software and related documentation during the term designated on this Agreement. 
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2.2 Except for the rights expressly granted herein, this Agreement does not transfer from JUMP 

Technology Services to Customer any intellectual property and/or developed technology, and all right, 

title, and interest in and to such property/technology will remain solely with JUMP Technology Services.  

Customer shall supervise and approve access for all Authorized Users of the Licensed Software and shall 

prevent unauthorized access and use of the Licensed Software. Customer may not use any component 

of the System to provide services to third parties as a service bureau or data processor. 

 

 3.           SERVICES 

This Agreement sets forth the terms and conditions under which JUMP Technology Services agrees to 

provide (i)  certain hosted “software as a service” (“Subscription Services”) for certain software 

applications (each such application together with any applicable documentation thereto, and 

programming and user interfaces therefore, a “Platform”) to Authorized Users, as further set forth on 

each order form (“Order Form”) and (ii) if applicable, all  other implementation services, customization, 

integration, data import and export, monitoring, technical support, maintenance, training, backup and 

recovery, and change management (“Professional Services” together with Subscription Services, the 

“Services”) related to Customer’s access to, and use of, such Subscription Services and each Platform, 

as further set forth on each statement of services (“Statement of Work”) issued hereunder (Order 

Forms and Statements of Professional Services are sometimes referred to jointly as a “Statement of 

Services”). 

3.1 Platform. During the term set forth in this Agreement, JUMP Technology Services shall 

provide Customer (a) a non-exclusive, non-assignable, limited right to access and use the 

Platform during the Term, solely for Customer’s internal business operations and subject to the 

terms of this Agreement and schedules; and (b) Software support as set forth in Schedule D.  

3.2 Subscription Services. Each applicable Order Form shall specify and further describe the 

Subscription Services to be provided in accordance with the representations and warranties set 

forth herein, and shall identify, each applicable Platform, user limitations, fees, subscription 

term and other applicable terms and conditions. For Licensed Software, JUMP Technology 

Services shall provide the Support Services as set forth in Schedule D.   

3.3. Professional Services. Unless otherwise stated, Professional Services shall be performed on 

a time and materials basis at JUMP’s standard rates. 

3.4 Changes to Platform. JUMP Technology Services may, in its sole discretion, make any changes 

to any Platform that it deems necessary or useful to maintain or enhance (a) the quality or 

delivery of JUMP Technology Services’ products or services to its customers, (b) the competitive 

strength of, or market for, JUMP Technology Services’ products or services, (c) such Platform’s 

cost efficiency or performance, or (ii) to comply with applicable law. 

3.5 Customer Responsibilities. Customer shall approve access for all Authorized Users to the 

Platform and shall prevent unauthorized access and use of the Platform and licensed software. 

Customer shall not and shall ensure that its Authorized Users do not: (i) sell, resell, lease, lend 

or otherwise make available the licensed software to a third-party; (ii) modify, adapt, translate, 
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or make derivative works of the licensed software; or (iii) sublicense or operate the licensed 

software for timesharing, outsourcing, or service bureau operations.  Customer will maintain 

sufficient bandwidth and network connectivity for the operation of the licensed software and 

subscription services and shall have sole responsibility for installation, testing, and operations 

of Customer facilities, telecommunications and internet services, equipment, and software upon 

Customer’s premises necessary for Customer’s use of the licensed software. Customer will pay 

all third-party access fees incurred by Customer to access and use the Platform and licensed 

software. 

4.   PLATFORM ACCESS AND AUTHORIZED USER 

4.1 Administrative Users. During the configuration and set-up process for each Platform, 

Customer will identify an initial administrative user account which will be configured by JUMP 

Technology Services account during initial implementation. Customer will be responsible for 

creating Customer’s additional administrative accounts.  JUMP Technology Services will maintain 

its administrative accounts to assist Customer in support of its service level agreement.  

4.2 Authorized Users. Customer may allow such a number of Customer’s employees and/or 

independent contractors as is indicated on Schedule D to use the applicable Platform on behalf 

of Customer as “Authorized Users.”  Authorized User subscriptions are for designated 

Authorized Users and cannot be shared or used by more than one Authorized User. Newly 

Authorized Users must have their own account and unique email address.  Customer will be 

responsible for monitoring active licensed users and inactive accounts that should no longer 

have access to the Platform.  Customer will be responsible for requesting the next license level 

to add more licenses to this Agreement as needed.  JUMP Technology Services audits licensed 

users monthly and will notify customer via the Customer Portal if Customer exceeds their 

contracted license limit.  If Customer does not right the overage within 30 business days, JUMP 

Technology Services will send an invoice for the additional licenses that are being used. 

4.3 Authorized User Conditions to Use. As a condition to access and use of a Platform each 

Authorized User shall agree to abide by the terms of use laid out in this Agreement. 

4.4. Account Responsibility. Customer will be responsible for (i) all uses of any account created 

by Customer or created by JUMP Technology Services at customer’s written request, regardless 

of Customer’s knowledge of such use, and (ii) securing its passwords (including but not limited 

to administrative and user passwords) and files. JUMP Technology Services is not responsible for 

any losses, damages, costs, expenses or claims that result from stolen or lost passwords of 

Customer user accounts.  Customer shall also ensure that each Authorized User uses their own 

unique login and password when they log into the Platform. 

5.   ADDITIONAL RESTRICTIONS AND RESPONSIBILITIES 

5.1 Software Restrictions. Customer will not, nor permit or encourage any third party to, directly 

or indirectly (i) reverse engineer, decompile, deconstruct or otherwise attempt to discover or 

derive the source code, object code or underlying structure, ideas, know-how or algorithms 

relevant to the Platform, Software (ii) modify, translate, or create derivative works based on a 

Platform or any Software; (iii) use a Platform or any Software for timesharing or service bureau 
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purposes or other computer service to a third party; (iv) modify, remove or obstruct any 

proprietary notices or labels; or (v) use any Software or a Platform in any manner to assist or 

take part in the development, marketing or sale of a product potentially competitive with such 

Software or Platform. Software and the Services are the Confidential Information of JUMP 

Technology Services. 

5.2 Customer Compliance. Customer shall use, and will ensure that all Authorized Users use, 

each Platform, Software, and the Services in full compliance with this Agreement and all 

applicable laws and regulations. Customer represents and warrants that it (i) has accessed and 

reviewed any terms of use or other policies relating to the Platform and licensed software 

provided by JUMP Technology Services, (ii) understands the requirements thereof, and (iii) 

agrees to comply therewith. JUMP Technology Services may suspend Customer’s account and 

access to each Platform and Services at any time and without notice if JUMP Technology Services 

reasonably believes that Customer is in violation of this Agreement. Although JUMP Technology 

Services has no obligation to monitor Customer’s use of a Platform, JUMP Technology Services 

may do so and may prohibit any use it believes may be (or alleged to be) in violation of the 

foregoing. 

5.3 Cooperation. Customer shall provide all cooperation and assistance as JUMP Technology 

Services may reasonably request to enable JUMP Technology Services to exercise its rights and 

perform its obligations under, and in connection with, this Agreement, including providing JUMP 

Technology Services with such access to Customer’s premises and its information technology 

infrastructure as is necessary for JUMP Technology Services to perform the Services in 

accordance with this Agreement. 

5.4 Training and Education. Customer shall use commercially reasonable efforts to cause 

Authorized Users to be, at all times, educated and trained in the proper use and operation of 

each Platform that such Authorized Users utilize, and to ensure that each Platform is used in 

accordance with applicable manuals, instructions, specifications, and documentation provided 

by JUMP Technology Services.  Customer shall be responsible for entering a help desk ticket 

when one-on-one new user training is needed. 

5.5. Customer Systems. Customer shall be responsible for obtaining and maintaining—both the 

functionality and security of—any equipment and ancillary services needed to connect to, access 

or otherwise use each Platform, including modems, hardware, servers, software, operating 

systems, networking, web servers and the like. 

5.6 Restrictions on Export. Customer shall not to transfer, or authorize the transfer of, the 

Licensed Software to a prohibited country or otherwise in violation of any such restrictions or 

regulations.
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6.   CONFIDENTIALITY 

6.1 Confidential Information. With respect to Confidential Information of the Disclosing Party, the 

Receiving Party agrees to: (i) use the same degree of care to protect the confidentiality, and prevent 

the unauthorized use or disclosure, of such Confidential Information, that it uses to protect its own 

proprietary and confidential information of like nature, which shall not be less than a reasonable 

degree of care, (ii) hold all such Confidential Information in strict confidence and not use, sell, copy, 

transfer reproduce, or divulge such Confidential Information to any third party, (iii) not use such 

Confidential Information for any purposes whatsoever other than the performance of, or as 

otherwise authorized by, this Agreement.  

6.2 Compelled Disclosure. The Receiving Party may disclose Confidential Information of the 

Disclosing Party to the extent necessary to comply with a court order or applicable law; provided, 

however that the Receiving Party delivers reasonable advance notice of such disclosure to the 

Disclosing Party and uses reasonable efforts to secure confidential treatment of such Confidential 

Information, in whole or in part. 

6.3 Remedies for Breach of Obligation of Confidentiality. The Receiving Party acknowledges that 

breach of its obligation of confidentiality may cause irreparable harm to the Disclosing Party for 

which the Disclosing Party may not be fully or adequately compensated by recovery of monetary 

damages. Accordingly, in the event of any violation, or threatened violation, by the Receiving Party 

of its obligations under this Section, the Disclosing Party shall be entitled to seek injunctive relief 

from a court of competent jurisdiction in addition to any other remedy that may be available at law 

or in equity, without the necessity of posting bond or proving actual damages.  Disclosing Party has 

the right to terminate this Agreement upon discovery of such breach. 

7.  PROPRIETARY RIGHTS 

7.1 Ownership. Customer shall own all right, title, and interest in and to the Customer Data.  JUMP 

Technology Services shall own and retain all right, title, and interest in and to (i) each Platform, 

Software and the Services and all improvements, enhancements, test scripts, documents, or 

modifications thereto, (ii) any software, applications, inventions, or other technology developed in 

connection with the Services, and (iii) all intellectual property and proprietary rights in and related 

to any of the foregoing. JUMP Technology Services shall grant to Customer a non-exclusive, non-

transferable license to use the Platform only for Customer’s own internal purposes in connection 

with the Licensed Software and Services. 

7.2 Customer Data and Vendor Information License. Customer hereby grants to JUMP Technology 

Services a non-exclusive, transferable, sublicensable, worldwide and royalty-free license to use and 

otherwise exploit (i) Customer Data to provide the Services to Customer hereunder and as 

necessary or useful to monitor and improve a Platform, Software, and the Services, both during 

and after the Term. For the avoidance of doubt, JUMP Technology Services may use, reproduce, 

and disclose Platform-, Software- and Services-related information, data and material that is 

anonymized, de- identified, or otherwise rendered not reasonably associated or linked to Customer 

or any other identifiable individual person or entity for product improvement and other lawful 
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purposes, all of which information, data and material will be owned by JUMP Technology Services.  

Customer acknowledges that it will not have access to Customer Data through JUMP Technology 

Services or any Platform following the expiration or termination of this Agreement except as 

provided in Section 9.4. 

7.3 Aggregated Statistical Information. JUMP Technology Services owns the aggregated and 

statistical data derived from the operation of the Platform, including, without limitation, the 

number of records created by the Platform, the numbers and types of transactions, configurations, 

and reports processed and the performance results (“Aggregated Statistical Information”).  Nothing 

in this agreement shall be construed as prohibiting JUMP Technology Services from utilizing the 

Aggregated Statistical Information for purposes of providing or improving its services, bench 

marking service performance, preparing statistics and system metrics, and marketing; provided 

however, that JUMP Technology Services’ use of Aggregated Statistical Information does not 

disclose any information that is related to an identified or identifiable individual and has been 

provided by Customer within the Platform (“Customer Data”) to any third party.  

7.4 No Other Rights. No rights or licenses are granted except as expressly set forth herein. 

8. FEES & PAYMENT 

8.1 Fees. Customer shall pay all fees set forth herein and laid out in Schedule D. 

8.2 Payment. JUMP Technology Services may choose to bill through an invoice, in which case, full 

payment for invoices issued in any given month must be received by JUMP Technology Services 

thirty (30) days after the mailing date of the invoice, or received date if sent electronically, unless 

otherwise specified on the applicable Order Form. If Customer’s undisputed invoices are thirty (30) 

days or more overdue, in addition to any other rights and remedies (including termination), JUMP 

Technology Services may suspend the Services without liability until all issues are resolved. 

  Invoices shall be sent to: (PLEASE PROVIDE EMAIL ADDRESS) 

 

  Payments shall be made to: 

  JUMP Technology Services 

  P. O. Box 3452 

  Edmond, OK 73083 

8.3 Payment Disputes. If Customer believes that JUMP Technology Services has billed Customer 

incorrectly, Customer must contact JUMP Technology Services no later than forty-five (45) days 

after the mailing date of the invoice, or received date if sent electronically, in order to receive an 

adjustment or credit.  Inquiries should be directed to JUMP Technology Services’ customer support 

department or the applicable Account Manager. 

8.4 No Deductions or Setoffs. All amounts payable to JUMP Technology Services hereunder shall 

be paid by Customer to JUMP Technology Services in full without any setoff, recoupment, 

counterclaim, deduction, debit or withholding for any reason except as may be required by 

applicable law. 
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8.5 License Overage. JUMP Technology Services reserves the right to audit Customer’s use of the 

Platform.  If Customer’s use is greater than contracted, Customer shall be invoiced for any licenses 

used above the amount set forth herein. If any increase in fees is required, Customer shall also pay 

the expenses associated with the audit. 

8.6 Increases. At the expiration of this contract, JUMP Technology Services may increase pricing at 

renewal at a rate not to exceed five percent (5%). Fees may further be increased upon prior written 

notice to Customer in the event JUMP Technology Services’ third-party suppliers increase such fees.  

8.7 Taxes. Customer shall pay all shipping charges, as well as any taxes, fees or costs imposed by 

any governmental body arising as a result of this Agreement. JUMP Technology Services shall be 

responsible for taxes on its net income. 

 
9.  TERM AND TERMINATION 

9.1 Term. This Agreement shall remain in effect until its termination as provided below (the 

“Term”). The term of each Statement of Services shall begin on the applicable “Services Effective 

Date” and continue until all Services expire or are terminated in accordance with this Agreement. 

 

9.2 Termination. JUMP Technology Services may terminate this Agreement upon written notice to 

Customer if no Statement of Services is in effect. In addition to any other remedies it may have, 

either party may also terminate this Agreement upon written notice if the other party fails to pay 

any amount when due or otherwise materially breaches this Agreement and fails to cure such 

breach within thirty (30) days or as agreed upon by both parties after receipt of written notice of 

such breach from the non-breaching party. Notwithstanding the foregoing, if Customer is a state 

agency or a political subdivision of a state, or a federal agency or a political subdivision of the 

federal government, Customer may terminate this Agreement at any time (i) for convenience upon 

ninety (90) days’ written notice to JUMP Technology Services, or (ii) if adequate funds to pay JUMP 

Technology Services all fees owed hereunder are not appropriated to such Customer during the 

Term, unless otherwise authorized by law; provided, it is expressly agreed that Customer shall not 

activate this non-appropriation provision for its convenience, substation for another procurement 

system or solution, or to circumvent the requirements of this Agreement in any way.  Furthermore, 

failure to use the Licensed Software, Services, and Platform or Upgrades thereto in accordance 

with Applicable Law is a material breach of this Agreement and cause for termination. 

 
9.3 Effect of Termination. Upon termination of the Agreement, each outstanding Statement of 

Services, if any, shall terminate and Customer shall immediately cease all use of, and all access to, 

the Subscription Services and JUMP Technology Services shall immediately cease providing the 

Professional Services. If (i) JUMP Technology Services terminates this Agreement pursuant to the 

second sentence of Section 9.2, or (ii) Customer terminates this Agreement pursuant to clause (ii) 

of Section 9.2, all Fees that would have become payable had each outstanding Statement of Service 

remained in effect until expiration of its current term will become immediately due and payable. 

 
9.4 Customer Data Upon Termination.  Upon termination of the Agreement, all Customer Data 

retained by JUMP Technology Services in database files shall be made available to Customer by a 
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SQL Server database backup file (.bak) for a period of 60 days after the termination of this 

Agreement.  Thereafter, JUMP Technology Services shall securely destroy Customer Data using a 

method that prevents recovery of the data in accordance with industry best practices for wiping of 

electronic media (e.g. NIST SP 800-88r1).  All Customer Data will be rendered unreadable and 

unrecoverable.  

 
9.5 Survival. Sections [7.2, 7.3, and 9.4] shall survive any termination or expiration of this 

Agreement. All other rights and obligations shall be of no further force or effect.

 
10. WARRANTY AND DISCLAIMER 

10.1 Warranties. JUMP Technology Services represents and warrants that it will perform the Professional 

Services in a professional and workmanlike manner. Each party represents and warrants that it has the legal 

power to enter into this Agreement. Additionally, Customer warrants that (i) Customer owns or has a license to 

use and has obtained all consents and approvals necessary for the provision and use of all of the Customer Data 

that is placed on, transmitted via or recorded by a Platform and the Services; (ii) the provision and use of 

Customer Data as contemplated by this Agreement and each Platform and the Services does not and shall not 

violate any Customer’s privacy policy, terms- of-use or other agreement to which Customer is a party or any law 

or regulation to which Customer is subject to; and (iii) with the exception of social security numbers, no Customer 

Data will include bank routing numbers, credit card or debit card numbers, credit report information or other 

information that is subject to international, federal, state, or local laws or ordinances now or hereafter enacted 

regarding data protection or privacy, including, but not limited to, the Fair Credit Reporting Act, and the Gramm-

Leach-Bliley Act.  Additionally, Customer warrants that it will not enter data governed by the Health Insurance 

Portability and Accountability Act of 1996 (HIPAA) unless JUMP Technology Services has indicated in writing in 

Schedule D – Statement of Services that the system provided by JUMP Technology Services is offered for the 

purposes of collecting protected health information.  

 

 10.2 Remedy. Customer’s sole and exclusive remedy for any breach of the warranties set forth herein or in an 

Order Form shall be to notify JUMP Technology Services of the applicable non-conformity, in which case JUMP 

Technology Services shall use commercially reasonable efforts to correct such non-conformity. 

Notwithstanding the foregoing, JUMP Technology Services shall not be responsible for any non-conformity 

which arises as a result of (a) any act or omission of Customer, including a failure to use the System or Services 

in conformance with the Documentation or Applicable Law; (b) any person (other than JUMP Technology 

Services) making modifications to the Platform in any way without JUMP Technology Services’ prior written 

consent; or (c) any failure of any component of Hardware, Sublicensed Software, or any Customer-supplied 

software, equipment, or other third-party materials. 

10.3 No Virus Warranty.  JUMP Technology Services warrants that it will provide the Services free of viruses, 

worms, time bombs, Trojan horses, corrupted files, or other computer programming routines that are intended 

to damage, detrimentally interfere with, surreptitiously intercept, or expropriate any systems, data, personal 

information, or property of another (“Malicious Code”).  This warranty does not extend to Customer media files. 

10.4 Security, Data and Backup Warranty.  JUMP Technology Services warrants that JUMP Technology Services 

will use commercially reasonable efforts to safeguard and accurately maintain Customer Data, consistent with 

industry security standards and backup procedures.  In the event of a breach, JUMP Technology Services shall 
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use commercially reasonable efforts to correct Customer Data or restore Customer Data as quickly as possible, 

but in any case not to exceed three (3) business days.  This warranty does not extend to any Third-Party 

Applications or Customer Data not hosted by JUMP Technology Services. 

10.5 Warranty of Title.  JUMP Technology Services warrants that it is the owner of the Platform or otherwise has 

the right to provide the Services as set forth in this Agreement without violating any proprietary rights of any 

third parties. 

10. 6 Disclaimer. EXCEPT AS EXPRESSLY PROVIDED HEREIN OR IN A STATEMENT OF SERVICE, JUMP TECHNOLOGY 

SERVICES DOES NOT WARRANT THAT ACCESS TO THE PLATFORMS, SOFTWARE OR SERVICES WILL BE 

UNINTERRUPTED OR ERROR FREE, NOR DOES JUMP TECHNOLOGY SERVICES MAKE ANY WARRANTY AS TO THE 

RESULTS THAT MAY BE OBTAINED FROM USE OF THE SERVICES. FURTHER, JUMP TECHNOLOGY SERVICES MAKES 

NO REPRESENTATIONS OR WARRANTIES WITH RESPECT TO SERVICES PROVIDED BY THIRD PARTY TECHNOLOGY 

SERVICE PROVIDERS RELATING TO OR SUPPORTING A PLATFORM, INCLUDING HOSTING AND MAINTENANCE 

SERVICES, AND ANY CLAIM OF CUSTOMER ARISING FROM OR RELATING TO SUCH SERVICES SHALL, AS BETWEEN 

JUMP TECHNOLOGY SERVICES AND SUCH SERVICE PROVIDER, BE SOLELY AGAINST SUCH SERVICE PROVIDER. THE 

PLATFORMS, SOFTWARE AND SERVICES ARE PROVIDED “AS IS,” AND JUMP TECHNOLOGY SERVICES DISCLAIMS 

ALL WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, IMPLIED WARRANTIES OF NON-

INFRINGEMENT, MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE, TO THE MAXIMUM EXTENT 

PERMITTED BY APPLICABLE LAW. 

 10.7 Customer Warranty. Customer warrants that Customer (a) has the power and authority to enter into this 

Agreement, and Customer shall be responsible for all acts and omissions of all Customer affiliates and 

Authorized Users; and (b) shall use its best efforts to protect the security of the Licensed Software and 

Services. 

11. INDEMNITY 

11.1 Indemnification by JUMP Technology Services. JUMP Technology Services will defend Customer against any 

claim, suit, demand, or action made  or brought against Customer by a third party alleging that the Services, or 

Customer’s use or access thereof in accordance with this Agreement, infringes any intellectual property rights of 

such third party, and will indemnify and hold harmless Customer from any damages, losses, liabilities, costs and 

fees (including reasonable attorney’s fees) finally awarded against Customer in connection with or in settlement 

of any such claim, suit, demand, or action. The foregoing obligations do not apply with respect to portions or 

components of any Platform or Service (i) not supplied by JUMP Technology Services, (ii) made in whole or in 

part in accordance with Customer specifications, (iii) that are modified after delivery, or granting of access, by 

JUMP Technology Services, (iv) combined with other products, processes or materials where the alleged 

infringement relates to such combination, (v) where Customer continues allegedly infringing activity after being 

notified thereof or after being informed of modifications that would have avoided the alleged infringement, or 

(vi) where Customer’s use of the Services is not strictly in accordance with this Agreement. If, due to a claim of 

infringement, a Platform is held by a court of competent jurisdiction to be or is believed by JUMP Technology 

Services to be infringing, JUMP Technology Services may, at its option and expense (a) replace or modify such 

Platform to be non-infringing provided that such modification or replacement contains substantially similar 

features and functionality, (b) obtain for Customer a license to continue using such Platform, or (c) if neither of 

the foregoing is commercially practicable, terminate this Agreement and Customer’s rights hereunder and 

provide Customer a refund of any prepaid, unused fees for such Platform. This Section states Customer’s sole 

and exclusive remedies for claims of infringement. 

11.2 Indemnification by Customer.  Customer shall indemnify, defend, and hold harmless JUMP Technology 

Services from and against any and all claims, proceedings, damages, liability and costs (including reasonable 

attorney’s fees) incurred by JUMP Technology Services in connection with any claim arising out of (i) any breach 
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or alleged breach of any of Customer’s obligations set forth in this Agreement, and (ii) Customer’s use of the 

Services, or the use by any party related to Customer, or any party acting upon Customer’s authorization in a 

manner that is not expressly authorized by the Agreement, regardless of the type or nature of the claim. 

Customer shall cooperate as fully as reasonably required in the defense of any claim.  JUMP Technology services 

reserves the right, at its own expense, to assume the exclusive defense and control of any matter otherwise 

subject to indemnification by Customer and Customer shall not in any event settle any matter without the 

written consent of JUMP Technology Services. 

11.3 Indemnification Procedures. To be indemnified, the party seeking indemnification must: (a) give the other 

party timely written notice of such Third-Party Claim (unless the other party already has notice); (b) give the 

indemnifying party authority, information, and assistance for the Third-Party Claim’s defense and settlement. 

The indemnifying party has the right, at its option, to defend the Third-Party Claim at its own expense and with 

its own counsel. The indemnified party has the right, at its option, to join in the defense and settlement of such 

Third Party Claim and to employ counsel at its own expense, but the indemnifying party shall retain control of 

the defense. The indemnifying party has the right to settle the claim so long as the settlement does not require 

the indemnified party to pay any money or admit any fault without the indemnified party’s prior written consent, 

which will not be unreasonably withheld, conditioned, or delayed. 

 
12. LIMITATION OF LIABILITY 

12.1 IN NO EVENT SHALL (I) EITHER PARTY’S LIABILITY ARISING OUT OF OR RELATED TO THIS AGREEMENT, 
WHETHER IN CONTRACT, TORT OR UNDER ANY OTHER THEORY OF LIABILITY EXCEED IN THE AGGREGATE THE 
TOTAL FEES PAID OR OWED BY CUSTOMER AND VENDORS HEREUNDER DURING THE FORTY-EIGHT (48) MONTHS 
IMMEDIATELY PRECEDING THE DATE OF THE EVENT GIVING RISE TO THE CLAIM (SUCH AMOUNT BEING 
INTENDED AS A CUMULATIVE CAP AND NOT PER INCIDENT), AND (II) EITHER PARTY HAVE ANY LIABILITY TO THE 
OTHER FOR ANY LOST PROFITS OR REVENUES OR FOR ANY INDIRECT, INCIDENTAL, CONSEQUENTIAL, COVER, 
SPECIAL, EXEMPLARY OR PUNITIVE DAMAGES, HOWEVER CAUSED, WHETHER IN CONTRACT, TORT OR UNDER 
ANY OTHER THEORY OF LIABILITY, AND WHETHER OR NOT THE PARTY HAS BEEN ADVISED OF THE POSSIBILITY 
OF SUCH DAMAGES. THE FOREGOING LIMITATIONS AND DISCLAIMERS SHALL NOT APPLY TO THE EXTENT 
PROHIBITED BY APPLICABLE LAW. 

 12.2 Limitation on Actions.  No action, regardless of form, arising out of this Agreement may be brought by either 
party more than two (2) years after the cause of the action has arisen, or, in the case of nonpayment, more than 
two (2) years from the date of the last payment. 

13. GOVERNING LAW AND DISPUTE RESOLUTION 

13.1 This Agreement will be governed by, construed, and interpreted in accordance with the laws of the State of 
California, excluding its rules of conflicts of law. Both parties hereby consent and submit to the courts located 
solely in the state of California. 

14. SECURITY 

14.1 Data Center Procedures. JUMP Technology Services maintains the Platform using a third-party service 

provider authorized by the Federal Risk and Authorization Management Program (“FedRAMP”). Customer 

acknowledges that JUMP Technology Services cannot offer any additional or modified procedures other than 

those put in place by such technology provider. 

14.2 Remediation of Certain Unauthorized Disclosures. In the event that any unauthorized access to or 

acquisition of Customer Data is caused by JUMP Technology Services’ breach of its security and/or privacy 

obligations under this Agreement, JUMP Technology Services shall provide Customer notification as required 

by Law and pay the reasonable and documented costs Customer incurs in connection with the following items: 

(a) costs of any required forensic investigation to determine the cause of the breach, (b) providing notification 

of the security breach to applicable government and relevant industry self-regulatory agencies, to the media (if 
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required by Law) and to individuals whose Personal Data may have been accessed or acquired, (c) providing 

credit monitoring service to individuals whose Personal Data may have been accessed or acquired for a period 

of one year after the data on which such individuals were notified of the unauthorized access or acquisition for 

such individuals who elected such credit monitoring service, and (d) operating a call center to respond to 

questions from individuals whose Personal Data may have been accessed or acquired for a period of one year 

after the data on which such individuals were notified of the unauthorized access or acquisition.  

NOTWITHSTANDING THE FOREGOING, OR ANYTHING IN THE AGREEMENT TO THE CONTRARY, JUMP 

TECHNOLOGY SERVICES SHALL HAVE NO RESPONSIBILITY TO PAY COSTS OF REMEDIATION THAT ARE DUE TO 

RECKLESS MISCONDUCT, GROSS NEGLIGENCE, WILLFUL MISCONDUCT AND/OR FRAUD BY CUSTOMER OR 

CUSTOMER USERS, AGENTS, OR CONTRACTORS. 

15. PUBLICITY 

Customer agrees that JUMP Technology Services may identify Customer as a customer in JUMP Technology Services’s 

promotional materials. Customer may request that JUMP Technology Services stop doing so by submitting an email to 

solutions@jumpfaster.com  at any time. Customer acknowledges that it may take JUMP Technology Services up to 30 

days to process such request. Notwithstanding anything herein to the contrary, Customer acknowledges that JUMP 

Technology Services may disclose the existence and terms and conditions of this Agreement to its advisors, actual and 

potential sources of financing, and to third parties for purposes of due diligence. 

16. NOTICES 

All notices, consents, and other communications between the parties under or regarding this Agreement must be in 

writing (which includes email and facsimile) and be addressed according to information provided on an Order Form in 

the Statement of Services.  All communications will be deemed to have been received on the date actually received. 

Either party may change its address for notices by giving written notice of the new address to the other party in 

accordance with this Section. 

17. FORCE MAJEURE 

JUMP Technology Services is not responsible nor liable for any delays or failures in performance from any cause beyond 

its control, including, but not limited to acts of God, changes to law or regulations, embargoes, war, terrorist acts, acts 

or omissions of third party technology providers, riots, fires, earthquakes, floods, power blackouts, strikes, weather 

conditions or acts of hackers, internet service providers or any other third party or acts or omissions of Customer or any 

Authorized User. 

18. ASSIGNMENT 

Neither Party shall assign its rights, duties or obligations under this Agreement without the prior written consent of the 

other Party and such consent shall not be unreasonably withheld.  Notwithstanding the foregoing, JUMP Technology 

Services may assign this Agreement to an affiliate or in connection with any merger, reorganization or sale of 

substantially all of JUMP Technology Services’ assets without any consent from Customer. For the avoidance of doubt, 

a third-party technology provider that provides features or functionality in connection with a Platform shall not be 

deemed a sublicensee under this Agreement. 

 

19. RELATIONSHIP OF THE PARTIES 

The relationship between Customer and JUMP Technology Services created under this Agreement shall be that of 

independent contractors. 

20. GENERAL PROVISIONS 
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20.1 If any provision of this Agreement is found to be unenforceable or invalid, that provision will be limited or 

eliminated to the minimum extent necessary so that this Agreement will otherwise remain in full force and effect 

and enforceable. This Agreement, together with Statement of Services entered into hereunder and all schedules, 

annexes and addenda hereto and thereto is the complete and exclusive statement of the mutual understanding 

of the parties and supersedes and cancels all previous written and oral agreements, communications and other 

understandings relating to the subject matter of this Agreement. All waivers and modifications must be in writing 

signed by both parties, except as otherwise provided herein.  No agency, partnership, joint venture, or 

employment is created as a result of this Agreement, and neither party has authority of any kind to bind the 

other party in any respect whatsoever. In the event of a conflict between this Agreement and any Statement of 

Services, such Statement of Services shall prevail (unless otherwise expressly indicated in this Agreement or such 

Statement of Services), and the enforceability of the remaining provisions shall not be impaired. The heading 

references herein are for convenience purposes only and shall not be deemed to limit or affect any of the 

provisions hereof. Unless otherwise indicated to the contrary herein by the context or use thereof: (i) the words 

“hereof,” “hereby,” “herein,” “hereto,” and “hereunder” and words of similar import shall refer to this 

Agreement as a whole and not to any particular Section or paragraph of this Agreement; (ii) the words “include,” 

“includes” or “including” are deemed to be followed by the words “without limitation;” (iii) references to a 

“Section” or “Exhibit” are references to a section of, or exhibit to this Agreement; and (iv) derivative forms of 

defined terms will have correlative meanings. 

20.2 Purchase Orders and Acceptance of Quotes:. If Customer submits its own terms which add to, vary from, or 

conflict with the terms herein in Customer’s acceptance of a price quote or in a purchase order, or to JUMP 

Technology Services’ employees and/or agents in the course of JUMP Technology Services providing the Licensed 

Software and/or Services, any such terms are of no force and effect and are superseded by this Agreement. 

 

20.3 Non-Solicitation. During the term of this Agreement and for a period of one (1) year thereafter, Customer 

agrees not to hire, directly or indirectly, any employee or former employee of JUMP Technology Services, without 

obtaining JUMP Technology Services’ prior written consent. 

 

20.4 California Consumer Privacy Act. The Parties agree that the California Consumer Privacy Act under Cal. Civ. 

Code § 1798 et seq. (“CCPA”) may be applicable to the Agreement. If applicable, JUMP Technology Services shall 

be deemed a “service provider” under the CCPA if JUMP Technology Services receives the "personal information" 

of any “consumer” for "processing" on Customer’s behalf. 

 

21. INSURANCE 

JUMP Technology Services shall maintain insurance in an amount and form set forth in an approved Certificate of 

Insurance.  Certificate of Insurance is attached as Schedule E. 
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Schedule A:  Definitions 

 

Authorized Users means a user that has been permitted to use the Licensed Software, Sublicensed Software, Services, 

and/or Platform as described in the applicable Order Form.  

Change Order means a written agreement signed by JUMP Technology Services and Customer stating their agreement 

upon all of the following: (1) a change in the Services; (2) the amount of the adjustment in the Contract Total, if any, and 

(3) the extent of the adjustment in the Term, if any. 

Confidential Information means (i) the source and object code of all components of the System, (ii) the Documentation, 

(iii) the Test Scripts, (iv) the design and architecture of the database, (v) the terms and conditions of this Agreement, and 

(vi) all other information of a confidential or proprietary nature disclosed by one Party to the other Party in connection 

with this Agreement which is either (x) disclosed in writing and clearly marked as confidential at the time of disclosure 

or (y) disclosed orally and clearly designated as confidential in a written communication to the receiving Party within 7 

days following the disclosure. “Confidential Information” shall not include information (a) publicly available through no 

breach of this Agreement, (b) independently developed or previously known to it, without restriction, prior to disclosure 

by the disclosing Party, (c) rightfully acquired from a third-party not under an obligation of confidentiality. 

Customer Data shall mean all electronic data or information submitted by Customer to the Licensed Software or Services 

but excluding Deidentified Data (as defined below). 

“De-identified Data” means Customer Data that is de-identified by JUMP Technology Services and such de-identification 

is certified by a third-party as compliant with the de-identification standards under HIPAA or otherwise meets the de-

identification requirements under HIPAA. 

Federal Risk and Authorization Management Program (“FedRAMP”) is a government-wide program that provides a 

standardized approach to security assessment, authorization, and continuous monitoring for cloud products and 

services.  More information can be found at https://www.fedramp.gov/  FedRAMP supports agencies and cloud service 

providers through the FedRAMP authorization process and maintains a secure repository of FedRAMP authorizations to 

enable reuse of security packages. 

Order Form means a work authorization executed by the Parties from time to time laying out the items being purchased 

by the Customer, scope of use, pricing, payment terms and any other relevant terms, which will be a part of and be 

governed by the terms and conditions of this Agreement. 

Platform shall mean the Software delivered under the Subscription Services which includes supporting software, and 

programming, and user interfaces to Authorized Users as set forth in an Order Form.  

Professional Services means, collectively, the implementation, installation, data conversion, consultation, and training 

services provided by JUMP Technology Services under or in connection with this Agreement. 

Required Monthly Availability shall mean that the system(s) are available for customer use 24 hours a day 7 days a week 

excluding Scheduled Downtime. 

Scheduled Downtime shall mean a period of time where the system is unavailable for the performance of any necessary 

changes to the software or hardware components of the Platform where the Customer has received a notification via 

the portal prior to the scheduled downtime occurring. 

Service Level Agreement shall mean the contractually binding agreement between JUMP Technology Services and the 

Customer regarding types and standard of services to be provided. 

Services shall mean the Professional Services and the Subscription Services set forth in an Order Form. 

Software ("Licensed Software") shall mean the program specific Software as a Service to which the customer is 
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subscribing with individual licensed user accounts as set forth in an Order Form. 

Subscription Services shall mean the services to keep the Licensed Software in working order and to sustain useful life 

of   the Licensed Software, including Updates and specified in an Order Form. 

Software means the object code version of computer programs developed by JUMP Technology Services and listed on 

an Order Form, including Updates furnished to Customer by JUMP Technology Services pursuant to this Agreement or 

any Order Form, but excluding all Sublicensed Software or third party software. 
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Schedule B: Service Level Agreement 

 
We will use commercially reasonable efforts to ensure that the subscription services provided under this agreement are 
available and usable at least 99.9% of the Required Monthly Availability. 
 
If we fail to meet the Required Monthly Availability, and per your written request, JUMP will issue Customer a service 
credit in an amount equal to the applicable service credit percentages for subscription hosting services according to the 
monthly fee in Schedule D as set forth below: 
 

Availability Credit Percentage 

99.9 to 100% 0% 

95.0 to 99.89% 10% 

Less than 95.0% 20% 
 
In order to request a service credit, Customer will need to have opened a support ticket or support ticket(s) at the onset 
of the impact of the incident(s) or whenever customer first detects the incident.  If Customer is unable to reach the 
ticket system, Customer may leave a message at 918-624-5867 or call the after hours support phone number provided 
at the time of implementation.   Required Monthly Availability reports will be provided for the month(s) of the 
Customer's incident report(s) only when a service credit is requested. 
 
JUMP will work to restore service to Customer or report that the services are not unavailable in order to facilitate 
Customer's determination of Customer and third party causes for interruption of service which includes hardware, 
software, and Internet service failure not covered by Required Monthly Availability. 
 
When Scheduled Downtime is required, JUMP Technology Services will schedule downtime outside of normal business 
hours (7 a.m. and 5:00 p.m. Customer's Local time, Monday through Friday excluding national and JUMP company 
holidays) and will provide at minimum twenty-four (24) hours’ notice. In the event of a more urgent need JUMP 
Technology Services may give less notice to resolve an immediate security need which may not be able to be deferred 
until outside normal business hours due to the potential risk to Customer's data.  JUMP Technology Services will post all 
downtime announcements via the customer portal. 
 
The performance and availability of the Platform are directly dependent upon the quality of Customer’s Internet 
connection. Inadequate Internet Connectivity is outside the scope of JUMP Technology Services’ responsibility and 
should be addressed by Customer directly with the Internet Service Provider.  
 
The total number of JUMP company holidays is not to exceed ten (10) days per year and generally includes the 
following: 
 
New Year’s Day, President's Day, Memorial Day, Independence Day, Labor Day, Veteran's Day, Thanksgiving Day after 
Thanksgiving, Christmas Day, and the Day after Christmas.   The current year holiday schedule is updated each year at 
the SSC web site. 
 
The Support Services Center (“SSC”) web site address is https://jumpssc.com.   
 
Service includes the following: 

● Access to SSC via customer portal by up to five (5) designated Customer contacts 

● Web access provides 

o Submitting Program inquiries or reporting Program problems 

o Access to Program technical tips 

o Access to Program problem and solution list(s) 
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o Review Customer call/issue & status 

o Review Customer maintenance contract status 

3.0 Reporting Cases to the SSC 
3.1 All Program inquiries or issue reports submitted to JUMP Technology Services Help Desk Tickets (HDT) must be made 
by a designated Customer contact.  HDT will generally fall into one of four categories: 

● Technical Assistance: Questions about Program usage and installation that do not result in registration 

of a program defect or enhancement request. 

● Program Defect: A Customer encounters a problem that is determined to be an Error or defect in the 

Program. 

● Feature Enhancements Requests: Request for a tool or feature that is not included in the current set of 

JUMP Technology Services produced or licensed software or features.  JUMP will review Customer’s 

requests for feature enhancement during normal JUMP systems update cycles. 

● Documentation Discrepancies. 

3.2 All HDT submitted to the SSC shall be made in the form of an issue report and may require the following information 
prior to acknowledgment:  

● Contact information for the designated Customer contact reporting the problem. 

● A general description of the operating environment in which the issue was discovered (as applicable). 

● A description of relevant hardware components in the environment. 

● A description of relevant software components (operating system., browser) in the environment and their 

versions. 

● A description of the problem, including screenshots, and expected results. 

● System generated error messages. 

3.3 JUMP will respond to HDT within JUMP’s published response time goals as follows for all issues categories excluding 
enhancement requests: 
 

Priority Acknowledgment Response 

1 – High 2 business hours 4 business hours 

2 – Medium 4 business hours 1 business day 

3 – Low 1 business day 3 business days 

 
● Acknowledgment Time is the time between the Customer reporting the HDT to JUMP and the time JUMP gives 

the Customer notice that it acknowledges the situation.  These response times apply to HDT reported via our 

ticket system during normal business hours (CST).   HDT reported via the portal outside of normal business hours 

(CST) will adhere to the above times from the start of the next business day.  Acknowledgment is dependent 

upon JUMP receiving sufficient information to troubleshoot the reported problem. 

● Response Time is the time between the Customer reporting the HDT and the time that a Project Manager or SSC 

Analyst is assigned and actively working on the HDT. 

Enhancements requests will be acknowledged within 5 business days.  Response times will vary by enhancement.  
Enhancements shall not exceed the annual credits budgeted.  Annual enhancement budget shall not accrue. Requests 
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for enhancements or services beyond the scope of this agreement shall be offered to Customer according to JUMP’s 
current hourly support pricing. 
 
4.0 Definitions of HDT Priorities 
4.1 Priority Definitions: JUMP and Customer will work jointly to assign the appropriate priority to all HDT based on the 
following criteria: 
 

Priority Conditions 

1 – High Critical business impact.  The Customer has complete loss of service and work 
cannot reasonably continue; experiences real or perceived data loss or 
corruption; an essential part of the system is unusable for the Customer, which 
results in the inability to use a mission critical application. 

2 – Medium Some business impact.  The problem seriously affects the functionality of the 
Program but can be circumvented so that the Program can be used; or that the 
Program as a whole function but that a certain function is somewhat disabled, 
gives incorrect results or does not conform to the specifications. 

3 – Low Minimal business impact.  The Customer can circumvent the problem and use 
the system with only slight inconvenience.  The error can be considered 
insignificant and has no significant effect on the usability of the software, e.g., 
a small system error or a small error in the documentation.  This priority is also 
used for questions, comments, and requests for enhancements to the 
software. 

 
4.2 JUMP’s Undertaking: For each HDT reported by Customer, JUMP undertakes to: 

● Maintain a telephone number for Customer to call to report a problem and receive assistance for afterhours 

critical outages 

● Confirm receipt of all reports to Customer.  The confirmation shall be in written form and shall contain an 

identifying ticket number assigned by JUMP which will be used in all subsequent communications and contain a 

timeframe in which a response from JUMP can be expected. 

● Analyze the report and verify the existence of the problem 

● Give Customer direction and assistance in resolving technical issues. 

4.3 Customer’s Undertaking: Before escalating a HDT to JUMP, Customer undertakes to: 
● Appoint designated Contacts from Customer’s organization for all matters relating to the support issues for 

JUMP systems 

● Obtain all necessary information as outlined above. 

● Include JUMP’s identifying HDT number in all subsequent communications with JUMP regarding the HDT. 

● Maintain an accurate record of all HDT actions, based on feedback from JUMP. 

5.0 Closure of HDT 
HDT will be considered to be resolved and will be closed under the following conditions: 

● Customer receives an error correction, a workaround, or information that resolves the issue. 

● Issue is identified as not a problem with the JUMP product 

● If the HDT results in a defect correction or enhancement request being entered and Customer has been advised 

of this and has been notified of the defect/enhancement ID for future reference. 
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● The HDT will be closed if the Customer has not responded after 10 business days.   

6.0 Software Releases 
Customer may access system release information through the SSC website  
https://jumpssc.com   
 
7.0 Failure Correction Goals 
HDT that result in the identification of a software system defect/failure will cause a Defect to be logged.  The Customer 
will be notified that the defect/failure was received and will be provided with an HDT number.  JUMP will respond to 
defect reports as indicated in the table below.  The response time goals do not apply in situations where it is verified 
that the source of the failure is a third party product. 
 
Defect Correction Goals: 

Priority Interim Solution Final Solution 

1 – High All commercially reasonable 
effort until the defect is 
repaired 

Permanent correction within 30 business 
days of identification of the cause of the 
defect. 

2 – Medium N/A Permanent correction within 45 business 
days of identification of the cause of the 
defect 

3 – Low N/A Permanent correction with next schedule 
Major Release or Update Release 
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Schedule C: Training 
 

 
1.       Intellectual Property 

1.1.   Any ideas, concepts, know-how or data processing techniques, developed by JUMP personnel (alone or 

jointly with the CUSTOMER) in connection with consulting services provided under this agreement are the 

exclusive property of JUMP. 

2.       Web Based Training 

2.1.   All training requests will be scheduled by CUSTOMER representative through JUMP's web portal. 

2.2.   Cancelation and rescheduling must be coordinated by CUSTOMER representative rather than end users. 

2.3.   All cancelations to scheduled training must be made 48 hours prior to the scheduled training session.  

Cancelations less than 48 hours from the scheduled training session may result in $150 cancelation charge. 

2.4.   JUMP shall provide a qualified trainer for each web based training class ordered by CUSTOMER. 

3.       On-Site Training 

3.1.   CUSTOMER shall provide facilities and equipment for all onsite trainings.  For initial training, CUSTOMER 

shall provide an appropriate training room, with a computer and high speed internet connection for each 

student and the JUMP trainer as well as a linked projector suitable for use with the provided trainer computer 

and a projection screen. 

3.2.   JUMP shall provide a qualified trainer for each on-site training class ordered by CUSTOMER. 

3.3.   JUMP shall provide a training version of the system. 

3.4.   All on-site training classes require four weeks' notice of cancelation. Cancelations less than four weeks 

prior to the training date may results in a $600 cancelation charge. 

4.       Training System for CUSTOMER Led Training 

4.1.   CUSTOMER may utilize the JUMP training or testing system to conduct CUSTOMER led training. 

4.2.   CUSTOMER acknowledges that the training and/or testing system is part of JUMP'S temporary staging and 

development environment and is not guaranteed to be available without interruption. 

4.3.   CUSTOMER acknowledges that the training system, when available, is offered without warranty and that 

CUSTOMER will not use the training system to enter electronic protected health information (ePHI). 

4.4.   CUSTOMER will maintain all rights and privileges to its specific database content.  JUMP shall have no 

rights or privileges to database content, other than as required to implement JUMP technology and for the 

purpose of training, research, support, and maintenance of the licensed software. 
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Schedule D: Statement of Services 
 
 
CUSTOMER is subscribing to licensing and hosting of the following system.   
 
The data classification is: 
 
Confidential: Personally, identifying information 
 
 
Applicable governance standards for data security (Y/N): 
 
NO - PCI: Payment card industry.  The system does not store credit card and financial account information.  Customer 
agrees not to enter this type data into the system (Warranties 10.1). 
 
YES – HIPAA, ePHI (Warranties 10.1). 
 

No. Item  Description Date Qty Price Extended 

1 Capstone Subscription 2023-2024 10/01/2023 1 $12,000.00 $12,000.00 

2 Capstone Subscription 2024-2025 10/01/2024 1 $12,000.00 $12,000.00 

3 Capstone Subscription 2025-2026 10/01/2025 1 $12,000.00 $12,000.00 

     Total $36,000.00 
 
 
 

THIS AGREEMENT IS EXECUTED BY REPRESENTATIVES OF BOTH CUSTOMER AND JUMP TECHNOLOGY SERVICES AND IS 
EFFECTIVE AS OF THE DATE WHEN SIGNED BY BOTH PARTIES. 
 
For JUMP Technology Services, LLC. 
 
 
By: _____________________________________ Date: _________________________  
Name: Denise Brinkmeyer  
Title: President 

 
For CUSTOMER: 
 
 
 
By: _____________________________________ Date: _________________________  

Name: Lori A. Medina  
Title: Department of Social Services Director  
 
 
 
By: _____________________________________ Date: _________________________  
Deputy County Counsel  
 
 
 
By: _____________________________________ Date: _________________________  

Auditor Controller 
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Schedule F 

Certificate of Insurance 
 

(Will be attached as separate pdf to the contract) 
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© 1988-2014 ACORD CORPORATION.  All rights reserved.
ACORD 25 (2014/01)

AUTHORIZED REPRESENTATIVE

CANCELLATION

DATE (MM/DD/YYYY)CERTIFICATE OF LIABILITY INSURANCE

LOCJECT
PRO-POLICY

GEN'L AGGREGATE LIMIT APPLIES PER:

OCCURCLAIMS-MADE

COMMERCIAL GENERAL LIABILITY

PREMISES (Ea occurrence) $
DAMAGE TO RENTED
EACH OCCURRENCE $

MED EXP (Any one person) $

PERSONAL & ADV INJURY $

GENERAL AGGREGATE $

PRODUCTS - COMP/OP AGG $

$RETENTIONDED

CLAIMS-MADE

OCCUR

$

AGGREGATE $

EACH OCCURRENCE $UMBRELLA LIAB

EXCESS LIAB

DESCRIPTION OF OPERATIONS / LOCATIONS / VEHICLES  (ACORD 101, Additional Remarks Schedule, may be attached if more space is required)

INSR
LTR TYPE OF INSURANCE POLICY NUMBER

POLICY EFF
(MM/DD/YYYY)

POLICY EXP
(MM/DD/YYYY) LIMITS

PER
STATUTE

OTH-
ER

E.L. EACH ACCIDENT

E.L. DISEASE - EA EMPLOYEE

E.L. DISEASE - POLICY LIMIT

$

$

$

ANY PROPRIETOR/PARTNER/EXECUTIVE

If yes, describe under
DESCRIPTION OF OPERATIONS below

(Mandatory in NH)
OFFICER/MEMBER EXCLUDED?

WORKERS COMPENSATION
AND EMPLOYERS' LIABILITY Y / N

AUTOMOBILE LIABILITY

ANY AUTO
ALL OWNED SCHEDULED

HIRED AUTOS
NON-OWNED

AUTOS AUTOS

AUTOS

COMBINED SINGLE LIMIT

BODILY INJURY (Per person)

BODILY INJURY (Per accident)
PROPERTY DAMAGE $

$

$

$

THIS IS TO CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD
INDICATED.  NOTWITHSTANDING ANY REQUIREMENT, TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT WITH RESPECT TO WHICH THIS
CERTIFICATE MAY BE ISSUED OR MAY PERTAIN, THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS,
EXCLUSIONS AND CONDITIONS OF SUCH POLICIES. LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS.

INSD
ADDL

WVD
SUBR

N / A

$

$

(Ea accident)

(Per accident)

OTHER:

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS
CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGATIVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES
BELOW.  THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BETWEEN THE ISSUING INSURER(S), AUTHORIZED
REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER.
IMPORTANT:  If the certificate holder is an ADDITIONAL INSURED, the policy(ies) must be endorsed.  If SUBROGATION IS WAIVED, subject to
the terms and conditions of the policy, certain policies may require an endorsement.  A statement on this certificate does not confer rights to the
certificate holder in lieu of such endorsement(s).

COVERAGES CERTIFICATE NUMBER: REVISION NUMBER:

INSURED

PHONE
(A/C, No, Ext):

PRODUCER

ADDRESS:
E-MAIL

FAX
(A/C, No):

CONTACT
NAME:

NAIC #

INSURER A :

INSURER B :

INSURER C :

INSURER D :

INSURER E :

INSURER F :

INSURER(S) AFFORDING COVERAGE

SHOULD ANY OF THE ABOVE DESCRIBED POLICIES BE CANCELLED BEFORE
THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN
ACCORDANCE WITH THE POLICY PROVISIONS.

11/21/2022

The Beckman Company
118 N 16th St
PO Box 429
Muskogee OK 74402-0429

Pam Johnson
918-683-7844 918-687-0244

pjohnson@beckmancompany.com

Hartford Accident & Indemnity 22357
JUMPTEC-01 Sentinel Insurance Co, LTD 11000

JUMP Technology Services, LLC
7633 E. 63rd Place, Suite 300
Tulsa OK 74133

Twin City Fire Insurance Company
Hartford Fire Insurance Company

347914708

C X 2,000,000
X 1,000,000

10,000

2,000,000

4,000,000

X

38 SBA VK0507 12/15/2022 12/15/2023

4,000,000

A 1,000,000
X

X
XX

38 UEC IC9024 12/15/2022 12/15/2023

1,000,000

C X X 4,000,000

10,000

38 SBA VK0507

X
4,000,000.

12/15/2022 12/15/2023

B 38 WEC AC5RK2 12/15/2022 12/15/2023

1,000,000

1,000,000

1,000,000
D E & O/Cyber Liability

Retro Date 03/15/2018
* See Below

38 TE 0322138-22 12/15/2022 12/15/2023 Each Wrongful Act
Aggregate Limit

5,000,000
5,000,000

E & O/Cyber Liability $2,000,000 Each Wrongful Act $2,000,000 Aggregate Limit Retro Date 01/11/2015
E & O/Cyber Liability $4,000,000 Each Wrongful Act $4,000,000 Aggregate Limit Retro Date 09/01/2017
Intellectual Property Wrongful Acts Retro Date 09/18/2017
* First Party Retention $25,000.
* Third Party Retention $50,000.

Computer Software Programming
Certificate Holder is Additional Insured per form SS 00 08 04 05 on General Liability Subject to Terms conditions & Exclusions of the policy required by Written
See Attached...

County of Monterey
Department of Social & Employment Services
Attn: Contract Unit
1000 South Main St #304
Salinas CA 93901
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FORM NUMBER: FORM TITLE:

ADDITIONAL REMARKS

ADDITIONAL REMARKS SCHEDULE Page           of

AGENCY CUSTOMER ID:
LOC #:

AGENCY

CARRIER NAIC CODE

POLICY NUMBER

NAMED INSURED

EFFECTIVE DATE:

JUMPTEC-01

1 1

The Beckman Company JUMP Technology Services, LLC
7633 E. 63rd Place, Suite 300
Tulsa OK 74133

25 CERTIFICATE OF LIABILITY INSURANCE

Contract. General Liability Insurance is Primary and Non-Contributory per form SS 00 08 04 05 as required by written contract. Certificate Holder is Additional
Insured and Extended Cancellation per form HA 99 16 0312 on the Commercial Auto. On Workers Compensation Form FS 00 H349 00 1016 Notice of
Cancellation. Revised 12-7-2021
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